
INSTRUCTIONS FOR PEOPLESOFT FINANCIAL SYSTEM 

SPECIALIZED ACCESS REQUEST FORM

ALL INFORMATION MUST BE COMPLETE AND LEGIBLE FOR THE REQUEST TO BE PROCESSED.
(1)   Request Date: Fill in the current date. 

(2)   Dept #: Fill in the 5-digit PeopleSoft department number.             

(3)   Dept.Name: Fill in the PeopleSoft department name.

(4)   Provide PeopleSoft Employee ID.

(5)   Name: Fill in the user's full name. 

(6)   User Name. This is your MyUMBC alias.  This will be used for an alias email. 

(7)   Phone Number:  Please enter the phone number at work where the person is most likely to be reached. 

(8)   Campus ID – This is a *new* request as of March 2010 for PeopleSoft Finance users.  This is the red alpha-numeric code on the Campus ID Card.  It is found on the lower left hand corner of the card.   This change is necessary to integrate the logins for all systems.
(9)   Email Address: Provide the person's complete UMBC email address; for example, SSmith@umbc.edu. 

(10) Location (Building / Room Number).  This is a *new* request as of March 2010 and will assist us in setting up the employee with complete Profile information.

ACCESS INFORMATION 

Access Permission Groups:  More information about the capabilities provided by each access permission group is provided below. 

SPECIALIZED ACCESS -  PERMISSION GROUPS

Department Row Level Security

In this section, add the department values or tree node values for which a user will be authorized to create new charges.  The Access Groups given to the user in the following sections will permit this user to charge these departments on documents such as Journal Entries and Requisitions, or to receive goods for Purchase Orders for these departments.  

Multiple Department values can be added for each user.  Adding department tree detail values (lowest level on the tree – the “leaves”) will give the user access only to that specific department.  Adding department tree node values (higher level “branches” within the tree) will give users access to the department at that node and all departments at lower levels of that branch of the tree.

A full list of Departments can be viewed with PeopleSoft TREE VIEWER.  The tree name is CC_Departments. Users can contact their Departmental Peer Mentor for assistance with this information.

General Ledger

General Access VIEW ONLY - This role will have access to data within Retriever, as well as access to run predefined Queries, Crystal Reports and N/Vision reports via report manager.  This role cannot modify reports.  This role will be able to view all trees.  The user will not have authority to modify any trees.  This role will also have access to the FAS to PeopleSoft ChartField Mapping page that will provide the new PeopleSoft ChartField string when an eight-digit FAS number is entered.  This is a temporary custom page that will be removed after an initial implementation period.  This role provides access to view all journal entries and the Actuals’ ledger activity.

JOURNAL ENTRY ROLES:

These roles will only be assigned to a user after that user has completed formal training for online journal entries.  You cannot select these roles at this time.

Create Actual Journal Entries (Basic) - The role provides access to create, copy, save and approve journal entries.  This role will not be allowed to post journals.  

Create Journal Entry Standard Entries –  This role provides access similar to basic entry but also permits the user to process Standard Journals. Standard Journals are used to create recurring templates for accounting period spread entries.  

Create Excel Journals – This role will be able to load spreadsheet journal entries.   
Accounts Payable

AP Inquiry  – The user granted this role will inquire on vouchers (invoices and similar payment documents) that are being processed for payment by the Accounts Payable section and will use the Document Status Inquiry screen in the Vouchers menu component to search for a voucher by invoice number or vendor short name. 

Once the requested voucher has been selected from the search component, the user can view the voucher ID, the amount, the invoice number and date, the vendor name and ID and related payment information if this voucher has been processed through the pay cycle on PeopleSoft.

NOTE:  Fields in PeopleSoft that are titled “payment” information do not relate to payments disbursed by the State of Maryland, but they equate to UMBC transferring the voucher to the State for audit and subsequent payment (usually about 7 days later).

Purchasing

Notes about PO Roles for the Campus:

1. The same user may be granted the roles of both Requisition entry and Receiving, or the roles of both Requisition approver and Receiving.

2. The same user may NOT approve and receive the same procurement transaction, however.  The system will prevent this from occurring.

3. No user will ever be granted the roles of both entry and approval for Requisitions.

4. PeopleSoft uses Requesters on Requisitions.  Requesters cannot approve their own Requisitions, or receive goods related to a Requisition on which they are the Requester.

General Procurement Inquiry - Users granted this role will have the ability to inquire on Requisitions, Purchase Orders, Receipts and Vouchers in order to follow a transaction as it progresses through the procurement cycle.

Receiver of Goods and Services – The user granted this role will add and update receipts for shipments of goods and performance of services.  The user will also be able to delete receipts subject to PeopleSoft parameters for this function.  The user will also be able to add and update receipt activity lines, which are a tracking mechanism for notes or actions related to a receipt.  

Requisition Entry  – There are some requirements for this role to be granted.

1) This requires prior training on Requisition Entry

2) This SAR Form needs to have the Requisition Entry box checked  AND be accompanied by the 3R’s Form in order for us to determine the enterer / approvers for the department.

The user granted this role will enter Requisitions for one or more Requesters, including the user him/herself in some cases.  The user will also be able to update unapproved existing Requisitions.  The user will also be able to cancel or delete entire unapproved Requisitions, Requisition Lines, Schedules or Distribution Lines, subject to PeopleSoft parameters for these functions.  
Requisition Approval  –The user granted this role will approve Requisitions for one or more Requesters, but will not be able to approve a Requisition on which he/she is the Requester.  The user will also have the ability to update existing Requisitions, but cannot add new requisitions.  
Requesters Authorized:

If the Approval option was selected above, indicate ALL requesters for which this user is authorized to approve Requisitions. No one can approve a Requisition on which he/she is the Requester.  PROVIDE THE PEOPLESOFT CAMPUS ID,  OF EACH REQUESTER.  (Not the EmplID)  

NOTE:  Users granted the Requisition Approval role will also be given the ability to inquire on Requisitions, Purchase Orders, Receipts and Vouchers in order to follow a Requisition as it progresses through the procurement cycle.

Procurement Card

YOU MUST HAVE A PEOPLESOFT USERID ESTABLISHED BEFORE PCARD ROLES CAN BE ADDED TO YOUR PROFILE.  Use The Specialized Access Request Form to establish a new UserID and to grant any other roles that user should have.  

Then submit the Proxy form (available from the Procurement web site) to add PCard roles to the UserID.  PCard roles are not granted via the Access Request Form.

Roles related to Procurement Cards are granted via the Proxy Form for Procurement Card.  Please contact the Procurement Department or visit their web site for more information on Procurement Card roles.  

Locations

Campus User -  This user will be able to view locations (Campus addresses) on the Location Page in PeopleSoft.

Grants

Inquiry/Reporting – This user will be able to inquire and report on proposals (based on Department Level Security for Grants authorized below) and awards.

Grant User – Proposal Creation, Approval – This user will be able to create, modify and approve proposals (based on Department Level Security authorized below for Grants).  If this role is selected, you should also grant the Inquiry/Reporting role above. 

Specify Dept IDs/Nodes for which you will create or approve proposals – This operates exactly like row-level security for Departments, but is specific to creating, reviewing and approving Proposals within the Grants Module.  A separate list of departments is needed here for security purposes.  For example, a user from the Biology Department may be collaborating on a Proposal with the Chemistry Department.  The Biology user should be allowed to open, review and approve the Grant associated with the Chemistry Department, but should not be allowed to charge Chemistry on a Journal Entry or Requisition.

The same Department tree should be used here.  

Multiple Department values can be added for each user.  Adding department tree detail values (lowest level on the tree – the “leaves”) will give the user access only to that specific department.  Adding department tree node values (higher level “branches” within the tree) will give users access to the department at that node and all departments at lower levels of that branch of the tree.

A full list of Departments can be viewed with PeopleSoft TREE VIEWER.  The tree name is CC_Departments. Users can contact their Departmental Peer Mentor for assistance with this information.

PI  Designation – Indicates that you are an eligible Principal Investigator.

Projects

Project Reports (non-grant projects):  The user can run Summary and Detail Financial reports for any Project.  These reports are designed for budget-to-actual performance analysis, sorted by Activity ID.

Budget Entry for Non-Grant Projects:   THIS ROLE REQUIRES PRIOR FORMAL TRAINING.   Permits the user to enter Budget figures for a NON-Grant Project.  These figures are only used on the Project Reports described above.

Project Administrator – Take no action; reserved for future use.

Activity Team Member – Take no action; reserved for future use.

WHAT HAPPENS NEXT? 

The user and supervisor sign the certification statements and forward the request to the PS Support Team in Financial Services. The PS Support Team will review the form, process it and notify the user that access has been set up or changed. 

HOW LONG DOES IT TAKE TO GET A NEW USER ID?

Access forms for existing employees will be completed within 3 business days of the date the form is received by the PS-Support group in Financial Services.

To inquire on the status of an Access Form you have submitted, you can submit an RT Ticket to the Finance Queue.  Be sure to provide the user’s full name and department name in the RT Ticket.  Please do not inquire until the stated 3 business days have elapse.
Please contact your department’s Peer Mentor if you do not know pertinent information such as department number and name.  
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